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Mats Fridlund (f. 1965). Lektor i videnskabsteori ved Goteborgs
universitet, associeret forsker i sikkerhedsteori ved Kgbenhavns uni-
versitet og gzsteforsker i videnskabshistorie og videnskabssociologi
ved University of Pennsylvania. Har forsket i teknologi- og viden-
skabspolitik og arbejder p4 et bogprojekt om den transnationale
terrorismes opstden og globalisering i slutningen af 1800-tallet.

Gustaf Nelhans (f. 1973). Ph.d.-stipendiat i videnskabsteori ved Géte-
borgs universitet. Har tidligere forsket i de geografiske videnskabers
udvikling i 1900-tallet og arbejder i gjeblikket pa en afhandling om
anvendelsen af kvantitative metoder og citationsstudier inden for

teknologi- og videnskabsstudier.

Terrorens ingenigrkunst
Teknik og videnskab
efter 11. september

Af Mats Fridlund & Gustaf Nelhans
Oversat fra svensk af Morten Visby

yheden om terroranslaget i Oslo indlgb via Facebook under

skrivningen af denne tekst. Selv om detaljerne af det dgdeligste
terroranslag i Norden siden Anden Verdenskrig endnu ikke er helt
klarlagt, viser de tydeligt, at teknikkens betydning for terrorvolden
pd en mdde har og pa en made ikke har gennemgiet en radikal for-
andring siden terrorangrebet den 11. september 2001.

Ser man bort fra den staerke stigende brug af selvmordsbomber -
det radikalt nye massegdelzggelsesviben, som terroreksperten Bruce
Hoffman kalder det ‘menneskelige krydsermissil’ - er teknikkens
betydning uforandret, i den forstand at terroristerne stadigvaek for-
trinsvist benytter langt mindre dedbringende bomber og handvaben.
Men selv om de traditionelle teknikker er mindre dedbringende, er
de meget effektive i forhold til at sprede frygt og til at sprede terro-
risternes budskab. Det fremgar ikke bare af terrorangrebet den 22.
juliiNorge, men ogsi af en razkke andre terrorhandlinger i Moskva,
Madrid og Mumbai.

Samtidig har terrorvolden - selv om den ikke har veret lige sa
dedelig - 2ndret sig radikalt siden 11. september i kraft af teknikken:
Den er blevet mere direkte, traumatisk, patrengende og nervaerende,
sdledes at den i dag er sver at ignorere i det medialiserede kommu-
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Center at dgmme ud fra den videooptagelse fra 2001, hvor bin Laden,
udtaler nedenstdende ifolge den officielle oversattelse:

Vi udregnede fjendens tabstal pd forhind ud fra tirnets placering. Vi regnede
ud, at det ville vaere tre-fire etager, der blev ramt. Jeg selv var den mest optimi-
stiske af os. [...] P4 baggrund af min erfaring pi omridet vurderede jeg, at ilden
fra brendstoffet i flyet ville smelte bygningens jernstrukturer og fi det ramte
omride og alle etagerne derover til at styrte sammen. Det gik fuldstzndig, som

vi havde habet.

1 Engineers of Jibad (2007) har sociologerne Diego Gambetta og Steffen
Hertog konstateret, at ingenigrer, naturvidenskabsmand og leger er
- overreprasenterede i de islamistiske bevaegelser, og at iszr ingenigrer
er overreprasenteret blandt de grupper, der gar ind for vold. Det er
imidlertid ikke noget nyt feenomen, men derimod noget, der gar helt
tilbage til den moderne terrorismes barndom. Allerede den forste
selvbestaltede terroristgruppe, den russiske ‘Folkets Vilje’, havde flere
ingenigrer, naturvidenskabsmand og -kvinder blandt medlemmerne,
for eksempel lederen Sofia Perovskaya og den tekniske ekspert Ni-
kolai Kibalchich, som konstruerede de dynamithidndgranater, der
drabte zar Alexander ITi 1881. Blandt andre fremtreedende eksempler
fra terrorismens historie kunne man nzavne Yassir Arafat, Dora Bril-
liant, Ignacy Hryniewiecki, Leonid Krasin, Abu Nidal, Ted Kaczynski

og Ramzi Yousef. Listen er lang.

Teknikkens janushoved
Den tekniske og naturvidenskabelige kompetences betydning for
gennemfprelsen af terrorhandlinger kom i fokus efter 11. septem-
ber - frem for alt i form af en gget frygt for, at terrororganisationer
skulle begynde at anvende mere traditionelle massegdelaggelsesva-
ben i form af kemiske, biologiske, radioaktive eller nukleare (CBRN)
vaben. Omkring drtusindskiftet var det is@r biologiske viben, man
ansd som en terrortrussel. Mange eksperter var da ogsi staerkt over-
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raskede over, at det ikke foregik ved hjalp af biologiske vaben, da
det forudsagte massegdelaeggelsesangreb endelig indtraf. Ikke desto
mindre opstod der umiddelbart efter 11. september et gget fokus pa
at forebygge angreb, der anvendte mere traditionelle masseagdelaeg-
gelsesvdben, og pa det punkt var det navnlig biologiske vdben, der
indtog en fremtradende plads.

Interessen for bioterrorisme begyndte umiddelbart efter 11.
september-angrebene, men den blev forstarket en uge senere af det
sdkaldte Amerithrax-angreb, hvor nogen udgav sig for at have en
islamistisk dagsdrden og sendte et antal breve med miltbrandsporer
til amerikanske politikere og nyhedsorganisationer. Disse angreb
drzbte fem og medferte reparationsomkostninger pi over en mil-
liard dollars. Til trods for den amerikanske regerings forsgg pa at
koble miltbrandbrevene til al-Qaeda og Irak stod det hurtigt klart,
at de overhovedet ikke havde nogen relation til islamistisk terror el-
ler politisk motiveret terrorisme i det hele taget. Angrebet forekom
snarere at hidrgre fra personer med tilknytning til amerikansk mi-
liteerforskning, hvilket da ogsa blev den officielle forklaring, da den
mistaznkte amerikanske forsker i biologiske viben Bruce Ivins begik
selvmord i 2008.

Selv om det mislykkedes at koble miltbrandbrevene til en terror-
organisation, havde biologiske viben reel storpolitisk indflydelse pd
krigen mod terror. Det skyldtes til dels den ‘fabrik’ til fremstilling af
den biologiske gift ricin, som engelsk politi pastod at have afslgret
i London i januar 2003, hvilket savel den britiske som den ameri-
kanske regering brugte som et vigtigt argument for en intensiveret
antiterror-indsats. I Storbritannien blev afslgringen brugt som argu-
ment for at stramme den indenlandske terrorlovgivning, hvorimod
USA’s udenrigsminister Colin Powell i FN i februar 2003 anforte
ricin-komplottet og dets pistiede koblinger til et irakisk terrornet-
verk samt Saddam Husseins mobile biologiske vibenlaboratorier
til fremstilling af miltbrand og botulinum som begrundelse for at
invadere Irak igen. Man har aldrig fundet beviser for eksistensen af
Iraks biologiske vibenprogram, og i 2005 kom det ogsa frem, at der
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aldrig har vaeret noget bevis for ricinfremstilling i London, hvilket
myndighederne blev klar over allerede kort tid efter razziaen. P4 det
tidspunkt havde man imidlertid allerede vedtaget den britiske ter-
rorlov, Irakkrigen var afsluttet, og besattelsen var pibegyndt.

Dette eksempel er i det store og hele illustrativt for terroristers
anvendelse af massegdeleggelsesviben siden 2001. Ser man bort
fra bombeangrebene i Irak i 2006-7, som kombinerede klorgas og
konventionelle sprangstoffer, er der ikke blevet gennemfgrt nogen
masseangreb. Verificerede hzndelser vedrgrer hovedsagelig speku-
lative planer og fantasier - som oftest om at bruge ricin til at drabe
enkeltpersoner - snarere end realistiske planer. Der hersker ogsd en
vis uenighed blandt forskerne, nar det geelder ikke-statsligt under-
stgttede organisationers motivation og kapacitet til at gennemfore
massegdelzggelsesangreb. I Unconventional Weapons and International
Terrorism (2009) giver terroreksperterne Magnus Ranstorp og Magnus
Normark udtryk for, at denne forskning er preget af “forholdsvis
upracise getterier” og kun rummer fa studier, der “satter sporgs-
milstegn ved, hvordan vi ved, hvad vi ved”, idet mange af de rapporte-
rede tilfzlde er “fiktive eller serdeles tvivisomme som videnskabelige
fakta betragtet”. Selv om der er stor uenighed pa dette punkt, og
mange mener, at der kun er begranset risiko for sddanne angreb,
er faren dog tydeligvis for stor til at kunne ignoreres, og en reekke
regeringer har investeret tusindvis af milliarder kroner i sikkerheds-
foranstaltninger mod massegdelzggelsesviben.

Miltbrandbrevene kombineret med forlydender fra 2003 om, at
al-Qaeda skulle have forsggt at udvikle biologiske og kemiske vé-
ben i Afghanistan, intensiverede den tidligere interesse for bioterror
og gjorde det til et endnu hgjere prioriteret investeringsomrade for
teknisk og naturvidenskabelig forskning og udvikling. Isar fordi
bioteknik og biologisk videnskab ikke kun reprasenterede store tet-
rortrusler, men ogsi kunne bidrage med lovende lgsninger pd det nye
trusselsbillede. Den biologiske forskning og dens koblinger til bide
biologiske vaben og biologiske vacciner er et fremragende eksempel
p4 den naturvidenskabelige og tekniske udviklings janushoved. Dette
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kom forst til udtryk i form af en razkke store amerikanske satsninger
pa forskning i og udvikling af forskellige modgifte mod biologiske
vaben. Den forste satsning kom straks efter miltbrandangrebene
i november 2001, da prasident George W. Bush fremlagde et nyt
budget for forsvaret mod bioterrorisme pa 5,9 milliarder dollars,
hvilket ifplge bioetikeren Eric M. Meslin i In the Wake of Terror (2003)
var en stigning pa over 300 % sammenlignet med det forrige budget.
Samtidig blev ogsd den forbundsstatslige forskningsfinansiering
pa dette omride gget, sdledes at The National Institutes of Health
nogle mineder senere kunne annoncere et specielt forskningspro-
gram for bioterrorisme. Det var den forste af en reekke store satsnin-
ger pa forskning og udvikling i forbindelse med modgifte, vacciner
og behandlinger mod biologiske viben, som ifglge Center for Arms
Control and Non-Proliferation sammenlagt lgb op i mere end 50
milliarder dollars i 2008. Lignende satsninger gjorde sig geldende
i mange andre vestlige lande, for eksempel i Danmark, hvor man
straks efter 11. september foretog en stor investering i bioforsvar,
som blandt andet indbefattede etableringen af et statsligt Center for
Biologisk Beredskab.

Sikkerhedsakademisk forskning i det nye
sikkerhedsindustrielle kompleks

Forskning i biologiske vaben er et af flere eksempler pd militzrrelate-
rede teknik- og videnskabsomrider, der har gennemgaet en voldsom
forandring efter 11. september. Men det galder ikke kun dette og
andre ‘traditionelle’ krigs- og vibenrelaterede forskningsomrader
sdsom kemiske og nukleare viben. Meget tyder pd, at denne udvik-
ling er noget, der har pavirket natur-, bio- og ingenigrvidenskaberne
idet hele taget, sdledes at en stadig storre del af forskningen har faet
tilknytning til terrorisme som et nyt politisk forskningsparadigme.

I december 2001 forudsagde Prasident Bushs videnskabelige
rddgiver John Marburger over for American Association for the Ad-
vancement of Science, at “i hvert fald visse dele af videnskaben vil
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g4 gyldne tider i mgde pa grund af behovet for ny forskning, som er
afstemt efter de krav, der stilles af de nye former for krigsfarelse”.
Denne ‘sikkerhedsakademiske’ forskning kan pa mange mader
anskues som en forlengelse af og erstatning for den kernevibenre-
laterede forskning, der var en vigtig drivkraft under Den Kolde Krig
og indgik i det militerindustrielle kompleks, som tidligere general
Dwight D. Eisenhower advarede mod i sin afskedstale som ameri-
kansk prasident 1961. I The Cold War and American Science (1993)
viser videnskabshistorikeren Stuart Leslie, hvordan Den Kolde Krigs
atomare vabenkaplgb fremdrev et amerikansk militer-industrielc-
akademisk kompleks med stor indflydelse pd amerikansk og interna-
tional forskning inden for teknik og naturvidenskab. Denne strben
efter storre national sikkerhed har siden vist sig at have veret en
vigtig drivkraft i ingenigr- og naturvidenskabelig forskning. I bogen
Mind Wars (2006) har etikprofessoren Jonathan Moreno belyst de
amerikanske naturvidenskabers rolle i bestrebelserne pd absolut

sikkerhed:

Eftersom den nationale sikkerhed er si afggrende, er det let at retferdiggere
inddragelsen af videnskaben som partner i denne bestraebelse. Rent politisk er
det vanskeligt at sige noget imod bade national sikkerhed og videnskab (begge
dele er amerikanske kernevardier pa linje med moderskab og apple pie), s& derfor
er det et spprgsmal om tid, for det begynder at blive ligegyldigt, hvad der star pd
prismarket. Nar et projekt har et potentiale for dobbelt-anvendelse og bide vil

kunne fremme videnskab og sikkerhed, gger det retferdigggrelsen yderligere.

Straks efter 11. september 2001 skrev ogsd byteoretikeren Mike Davis
i artiklen “The Flames of New York” i tidsskriftet New Left Review, at
der begyndte at aftegne sig et “Homeland Security-Industrial Com-
plex” til erstatning for det tidligere nukleart fokuserede militeaerin-
dustrielle kompleks.

Der findes ikke nogen oversigt over, hvordan den dbne og frie
forskning inden for teknik og videnskab er blevet pavirket af foku-
seringen pa terrorisme i almindelighed og 11. september i serde-

TERRORENS INGENIBRKUNST 271

leshed. Der kan dog pavises en tydelig drejning i retning af emner
med tilknytning til terrorisme efter 2001, og der er siledes en tydelig
‘11. september-effekt’ i forskningen. Det fremgar, hvis man via en
keyword-sggning analyserer den publicerede forskning, som er re-
prasenteret i artikeldatabasen Web of Science, Science Citation Index
Expanded, den stgrste og mest dominerende database for forsknings-
artikler inden for teknik og naturvidenskab. Sggningen pd alle de
artikler, der indeholder ord begyndende med ‘terroris*’, eksempelvis
terrorisme, terrorist og terrorizing, resulterer i nedenstdende graf.
Den er hverken komplet eller eksakt, men den paviser en klar tendens
til @get interesse for terrorismerelaterede emner inden for teknik og
naturvidenskab efter 2001.

Idet grafen kun siger noget om interessen for terrorismerelateret
forskning pa et aggregeret niveau, har vi udvalgt geografien som
eksempel pi et videnskabsomride, som terrorismen har medvirket
til at militarisere og ‘sikkerhedsligggre’ efter 2001. Sammen med de
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Fig. 1. 11. september-effekten i teknik og naturvidenskab. Antallet af terrorisme-
relaterede artikler inden for teknik og naturvidenskab publiceret 1989-2010,
som indeholder ord begyndende med ‘terroris*’ i titel, abstracts eller keywords i

databasen SCI-E i Web of Science. Det samlede antal artikler i perioden er 2.738.
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biologiske videnskaber var geografien nemlig banebrydende i forhold
al ar stille sin videnskompetence til radighed for krigen mod ter-
ror, hvilket beskrives i bogen The Geographical Dimensions of Terrorism
(2003). Det skete frem for alt gennem det internationale forsknings-
felt ‘geografisk informationsvidenskab’ (GIScience), der beskrives
som forskningsgrundlaget for applikationer og teknologier sisom
geografiske informationssystemer (GIS), GPS og andre teknikker
til behandling af spatiel information. GIScience er en videnskabelig
disciplin, der opstod i USA i 1990’erne som et af de forste svar pa
de amerikanske myndigheders og nationale forskningsfondes ef-
tersporgsel pa videnskabelig assistance til udformning af nationale
forskningsstrategier i tilknytning til terrorisme efter 11. september.
Disciplinens forskningsagenda blev udformet i trid med den nye
sikkerhedsakademiske tznkning. Som et tidligt eksempel pa anven-
delsen af denne forskning kunne man nzvne de forskellige forsog pa
at identificere Osama bin Ladens skjulested ved hjelp af geografisk
og geologisk viden. Allerede kort tid efter 11. september forsggte man
at identificere den geografiske placering af bin Ladens huler baseret
pa geomorfologisk materiale fra videooptagelser af bin Laden. Efter
han blev drabt i 2011, kom det frem, at geografer fra UCLA havde
anvendt biogeografiske modeller til at forudsige, at han skjulte sig
i en bygning med hgje mure i et tetbefolket omride i Pakistan 1
nazrheden af Tora Bora-bjergene.

Et eksempel pa det sikkerhedsrelaterede GIScience-omrade er
‘Location Based Services’ (LBS) med geo-indhold og spatiel infor-
mation ud over blot position. Man er ved at udvikle sikkerhedsrela-
terede applikationer, hvor LBS forsynes med indbygget regnekraft
og samkering af forskellige databaser for at kunne levere integreret
information. I dag anvendes smartphones til at indberette geografisk
relaterede informationer, men det ligger ikke s langt ude i fremtiden,
at man ogs4 vil kunne forestille sig briller med halvtransparent glas
med indbygget augmented reality 1 stil med den information, Arnold
Schwarzeneggers terminator modtager, nir den observerer forskellige
objekter. Man ser pd en lagerbygning og fir information om dens
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adresse og firmanavnet eller - hvorfor ikke? - husejerens straffere-
gister, selvangivelse og internationale flyrejser. Et andet varktgj er
distribuerede sensornetveerk, der opstilles og samkeres til at signalere,
hvornar forskellige greensevaerdier overskrides. Informationssensorer
er i dag sa billige, at de placeres i stgrre mangder i et stort geografisk
omrade, hvor de identificerer og advarer mod forandringer af speci-
fikke parametre. Et eksempel herpa er Israels sikaldte separationsbar-
riere mod Vestbredden, som for en stor dels vedkommende bestar af
et system af hegn og pigtrdd kombineret med sensorer og detektor-
teknologier, der advarer mod indtrangning. GIS-teknologier indgar
ogsd i navigeringssystemer i militere droner eller Unmanned Aerial
Vebicles (UAV), som ofte anvendes i krigen mod terror. Disse ubeman-
dede selv- eller fjernstyrede fartgjer anvender blandt andet teknikker
som GPS-navigatorer og TIN-modeller over landskabet baseret pd
tredimensionelle modeller over topografien. Anvendelsen af droner
har varet i kraftig udvikling siden 11. september-angrebene og udger
i dag en vasentlig del af militeeroperationerne i Afghanistan. CIA
menes at have anvendt UAV’er i meget stor hgjde til at rekognoscere
bin Ladens hus i Pakistan.

Der har udspillet sig en livlig debat inden for GIScience omkring
koblingen til det militerindustrielle kompleks. Efter at have lagt
storst veegt p4 militer indblanding har debatten efter 11. september
snarere varet fokuseret pa trusler og muligheder i forbindelse med
anvendelsen af GIS-forskningens resultater (for eksempel detaljeret
kortmateriale sisom Google Maps) i samtidige og fremtidige krige
og terrorhandlinger. Der er sket en vis distancering og grensedrag-
ning mellem GIScience-forskningen og den civile og ikke mindst den
militzre anvendelse af de teoretiske modeller og resultater. Hvor de
akademiske forskere skelner mellem ‘geografisk’ og ‘spatiel’ infor-
mation, der benytter sikkerhedsmyndighederne sig af termer som
‘geospatial’ intelligence (GEOINT) om data fra GIScience-baserede tek-
nologier. P4 myndighedsniveau har eksempelvis en underafdeling af
Department of Homeland Security som National Geospatial-Intelligence
Agency (NGA) med et budget pa 5 milliarder dollars og 16.000 med-

/
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arbejdere fiet oget deres bevillinger, selv nar andre sikkerhedsmyn-
digheder har faet reduceret deres. EU’s modstykke hertil, European
Union Satellite Centre, har et mere beskedent budget pa 16 millioner
euro og omkring 100 ansatte. At der foregar et naert samarbejde
mellem GIScience-forskere og myndigheder som NGA og militzre
efterretningstjenester, fremgar af statslige publikationer som Priorities
for GEOINT Research at the National Geospatial-Intelligence Agency (2006)
og forskernes egne redegorelser, for eksempel geologen Jack Shroders
artikel “Remote Sensing and GIS as Counterterrorism Tools in the
Afghanistan War” (2005). Det er til gengeld mere uklart, hvor staerk
denne forskningspavirkning har varet, og om den har varet direkce
eller er sket mere indirekte via den samtidige sikkerhedsakademiske

tidsand.

Hverdagsterrorens teknik
Miltbrand- og 11. september-angrebene viste, hvor sirbart det
moderne samfund var over for anslag mod dets forskellige tek-
niske infrastrukturer sisom de nationale post- og flysystemer og
de urbane skyskrabere og bygningskomplekser, der har varet mal
for de forskellige angreb. Angrebene viste, hvordan disse tekniske
systemer kunne bruges som vaben imod det samfund, der havde
skabt og udviklet dem. Det forte til et fornyet fokus pa indsat-
ser for at beskytte samfundets ‘kritiske infrastrukturer’. Tidligere
havde sikringsbestraebelserne samlet sig om store tekniske systemer
som elektricitet, telekommunikation, vandforsyning og frem for
alt cyberspace, idet man opfattede internettet som den vigtigste
strategiske infrastruktur og som den teknik, terroristerne ville be-
nytte sig af, hvis de ville ramme samfundet. En forende amerikansk
regeringsekspert i cybersikkerhed citeret i Securing ‘the Homeland’
(2008) af den sikkerhedspolitiske forsker Myriam Dunn Cavelty
berettede, at mange i det amerikanske regeringsvasen blev dybt
chokerede over, at “angrebet ikke kom fra cyberspace”. I lighed
med massegdeleggelsesviben har faren for cyberterrorisme varet
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overvurderet og ubegrundet og snarere forbundet med cyberkrimi-
nalitet og cybervandalisme end med ideologisk motiveret vold. De
alvorligste politisk motiverede cyberangreb - mod Estland i 2007
og Iran 1 2010 - forekommer da ogsa snarere at vare blevet udfert
af stater end af terrororganisationer.

Ilgbet af 2002 fik ‘hjemlandets’ sirbarhed og dets kritiske infra-
strukturer et nyt organisatorisk fokus, da det blev gjort til et centralt
ansvarsomrade for det nye amerikanske ministerium for indenlandsk
sikkerhed, Department of Homeland Security. Dette indebzrer ogsa
en forskydning til de tekniske infrastrukturers mere fysiske aspekter
og en udvidelse af begrebet til ogsd at omfatte postvasen, skibsfart,
landbrug, kernekraftanleg og kemisk industri samt enkeltstiende
begivenheder af national betydning. Flytrafikken var naturligt nok
en af de kritiske infrastrukturer, der meget hurtigt blev udsat for en
reekke sikkerhedsinstanser med nye teknologiske lgsninger. Frem for
alt terrorhandlingerne i 2001 og de planer, der blev afslgret i 2006,
om at bombesprange passagerfly med flydende spreengstof medferte
et antal satsninger pa forskellige former for tekniske innovationer
og restriktioner for at skabe et lufthavnssystem, der var sikret mod
flykapringer og bombninger.

Selv om lufthavnssikkerhed altid har varet det maske mest pro-
filerede tekniske sikkerhedsspergsmail, er lufthavnenes sikkerheds-
teknologier ikke en del af de fleste menneskers hverdag. Det er byen
derimod, som ogs4 er blevet teknisk modificeret og omarbejdet som
folge af terrortruslen. Det er sket pd en sidan mdade, at de fleste by-
boers liv er blevet pavirket af terrorismen i form af indfgrelsen af en
reekke tekniske konstruktioner til beskyttelse af byens infrastruktu-
rer og indbyggere mod terrorvold. Flertallet af samfundets kritiske
infrastrukturer har centrale knudepunkter i byerne, og derfor blev
forbedringen af byernes sikring mod terrorangreb et nyt centralt
fokus for forvaltninger, organisationer og virksomheder. Mike Davis
forudsagde i sin ovennavnte artikel, hvordan militer og sikkerheds-

industri ville blive en del af en ny “frygtekonomi,” at de ville “st pa
spring for at udnytte nationens nervgse sammenbrud,” idet
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den nye terror udger en stark keynesiansk multiplikator. Den i forvejen mil-
liontallige her af lavtlannede sikkerhedsvagter kan forventes at ville vokse med
50 % eller mere i lgbet af de naste ti ir, samtidig med at videoovervigning -
omsider loftet op til britisk standard med ansigtsgenkendelses-software, vil
udradere de sidste rester af privatlivets fred fra hverdagslivet. Sikkerhedssystemet
i lufthavnenes afgangsterminaler vil efter al sandsynlighed danne forbillede for
reguleringen af menneskemasser i indkebscentre, pd handelsstrag, til sportsbe-
givenheder og andre steder. Man vil forvente, at amerikanerne giver udtryk for
taknemmelighed, ndr de bliver scannet, kropsvisiteret, filmet, optaget og athert
“for deres egen sikkerheds skyld’. Risikovillig kapital vil stremme ind i avant-
garde-sektorer, der udvikler sensorer og trusselsprofil-software til bek@mpelse
af bakteriologisk krigsfarelse. Som det allerede fremgdr af udviklingen inden
for sikkerhed i hjemmet, vil diskrete teknologier som bevogtning, overvigning
af omgivelserne og databehandling vokse sammen til ét sammenhangende
system. ‘Sikkerhed’ vil med andre ord blive et offentligt domene pa lige fod
med vand og elektricitet. [...] Fysiske sikkerhedsopgraderinger - forsteerkning af
bygningsstrukturer, gassporingssystemer, pullerter og trafikbarrikader, eksplo-
sionshzmmende mur- og veegbeklzdninger, intelligente dore, metaldetektorer,
bombesikrede affaldsspande, biometriske overvigningsportaler, indskranket
overflade- og underjordisk parkering osv. - vil pifgre enorme, men helt uom-

gengelige udgifter for byer, der forsgger at afstive deres indre gkonomier.

1 bogen Terrorism, Risk and the City (2003) har byforskeren Jon Coaffee
beskrevet, hvordan forskellige myndigheder og organisationer lige si-
den 1990%erne har forsggt at “bortdesigne terrorismen” ved at discipli-
nere og kontrollere bylandskabet gennem forskellige teknikker. Det
sker under styring af tre strategier: 1) Ved at forstarke byens befest-
ning gennem forskellige mure, barrierer og dore, 2) gennem gget urban
adgangskontrol med bomme, skiltning og gennemgangsforbud samt
3) gennem gget social og teknisk overvigning. I det efter 2001 stadig
mere sikkerhedsliggjorte bylandskab fremstér ‘sikkerhedsbarrieren’ i
stigende grad som ikonet for den urbane sikkerhedsteknologi. Den
sikkerhedsbarriere, der blandt andet i form af vejsparringer i cement

og store tunge blomsterkummer anvendes som vern mod de bilbom-
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ber, Mike Davis i bogen Buda’s Wagon (2007) om bilbombens historie
beskriver som “trezkhestene i den urbane terrorismes hverdag [...] der
giver sig udslag i afggrende mutationer af byformer og urban livsstil”.
Sikkerhedsbarrierens forskellige inkarnationer var i 2007 ifglge New
York Times blevet “emblematiske for en ny, utilsigtet mentalitet”. Deri-
blandt er ‘sikkerhedsstgtten’ helt sikkert den mest fremtreedende og
mest udbredte. Denne hoftehgje stander i metal, sten eller cement,
stikker ud som den allestedsn@rvarende baggrundsteknologi til be-
skyttelse af shopping centre og kontorbygninger sivel som offentlige
bygninger og udenlandske ambassader.

Denne teknik har ikke kun materielle, men ogsa mentale effekter.
Den fremmaner forskellige oplevelser af det at leve med terror og sik-
kerhed. Et eksempel kommer fra New Yorks erfaringer med at lere
at leve bag barrikader. Ifglge artiklen “Cityscape of Fear” i netavisen
Salon var der i 2004 flere forretningsdrivende i Wall Street-distriktet,
der truede med at forlade omridet pa grund af den konstante pa-
mindelse om terrortruslen, fordi man hver dag skulle tvinges til at
se pa et “visuelt overvaldende sikkerhedsopbud” i form af barri-
kader og aflukkede gader. Dette synspunkt delte myndighederne i
New York, som ifplge New York Times i oktober 2006 beordrede de
ansvarlige for cirka 30 bygninger til at fjerne de sikkerhedsstandere,
der efter 11. september var blevet opsat uden for bygningerne, idet
myndighederne enten betragtede dem som ungdvendige, mente at
de “hindrede stremmen af fodgaengere,” eller at de ligefrem kunne
“ggre mere skade end gavn”.

Men der er ogsa tegn p4, at det ny materielt sikkerhedsliggjorte
bylandskab er ved at blive normalen. New York Times’ arkitekturkri-
tiker Nicholai Ourossouff berettede i marts 2007, at den “umet-
telige trang til solide mure, [der] igen gjorde sig galdende” efter
11. september, nu var begyndt “at se ud, som om den er kommet for
at blive” i form af en ny “mentalitet” og arkitektonisk retning, som
fik navnet Det 21. drbundredes middelalderstil. Der advares imidlertid
mod denne “gryende virkelighed” og den dertilhgrende “forestilling
om, at vi kan designe os ud af” sikkerhedsproblemerne, hvilket
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er “betaenkeligt”, idet disse konstruktioner reelt dakker over “et
samfund styret af frygt”.

Dette sidste eksempel pa, hvordan teknikken har pavirket vores
hverdag efter 11. september, vidner om terrorteknikkens dilemma -
et dilemma, som i hgj grad ogsi prager forskningen i forskellige
modforanstaltninger, men isar gor sig geldende i forbindelse med
de forskellige tekniske produkter, vi udvikler for at beskytte os mod
terror i hverdagen. Dette dilemma er, at ligesom terrortruslen til en
vis grad ‘bortdesignes’ gennem forskellige tiltag som lufthavnsscan-
nere, videoovervigning og sikkerhedsbarrierer, s bliver den ogs til
en vis grad designet ‘ind’ i vores individuelle og kollektive hverdag.
Teknik og videnskab giver ikke blot lgfte om at levere lgsningerne
pa terrorismeproblemet i vores samfund - disse aktiviteter bidrager
ogs4 til at forstzerke og gge vores opmerksomhed p4 terrortruslen,
pa dens rolle i vores bevidsthed og i vores hverdag. Jo mere vi for-
soger at indfere tiltag til et liv uden terror, desto mere bliver terror
en konstant del af vores liv. Man kunne maske héibe, at den stadige
pamindelse til sidst bliver si normal, at vi ikke leengere reflekterer
over den, og si hverdagslig, at den igen bliver usynlig.
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